Configuring CIFS as STANDALONE server with “security=share” access
As per the customer request, the following steps have been provided which are required to configure CIFS as STANDALONE server with security=SHARE on a single node VMS system. Please note that these steps are applicable only for configuration mentioned in the previous line. If you want to configure CIFS differently, then please let us know so that we can assist you.

---------------------------------------------------------------------------------------------------------------------------------

The steps are:

1. Execute the following command and note down the directory to which SAMBA_ROOT is pointing if you are still running Field test version of the CIFS kit:

$ show log SAMBA_ROOT 
! Lets call the directory as samba_field_test_directory

2A.  When you are installing CIFS V1.0, it is highly recommended that any existing CIFS kit is deinstalled. Hence, CIFS field test kit needs to be deinstalled by executing "$ product remove" command. Make sure NOT to select YES for the option where you are asked for backing up files.

B. Once filed test CIFS kit is deinstalled, please check if there are any CIFS files left over in the samba_field_test_directory. If so, delete all the files present under it and finally delete the SAMBA.DIR directory.

C. Execute: 

$ show log samba_root

If it exists, please execute one of the following command depending upon whether the SAMBA_ROOT directory is defined in SUPER or EXEC mode: 

$ deassign/system/exec samba_root 
OR

$ deassign/system samba_root

3. Install CIFS V1.0 kit using $ product install command and configure it by running 

$ @samba$root:[bin]samba$config.com

4. Install CIFS PS004 patch set or the latest available CIFS patch set (if any) 

5. Use the following SMB.CONF file template for configuring CIFS as STANDALONE server with security=SHARE access:

[global]

        workgroup = <The name of the current system on which you are configuring CIFS>

        server string = Samba %v running on %h (OpenVMS)

        security = share

        passdb backend = tdbsam

        domain master = no

        preferred master = no

        local master = no

        guest account = samba$guest

        domain logons = no

        log file = /samba$root/var/%m.log

        log level = 1

        load printers = no

        printing = OpenVMS

        printcap name = nl:

[share_template]

        comment = my test folder

        path = /DKC0/user/tmj

        read only = no

        guest ok = yes

        vfs objects = varvfc

! If the share contains VAR files

6. Create the CIFS user "SAMBA$GUEST" using pdbedit:


$ @samba$root:[bin]samba$define_commands


$ pdbedit -a samba$guest


password: anythingisfine


New password: anythingisfine

7. Disable winbind by defining the logical as follows:


$ define/system WINBINDD_DONT_ENV 1 
NOTE: You may want to add this logical to SYS$COMMON:[SYSMGR]SYLOGICALS.COM so that it is preserved across system reboots.
8. To obtain the latest CIFS for OpenVMS PS004 patch set, please follow the below instructions.

***************************************************************************************************

A.  FTP to hprc.external.hp.com (15.192.32.69); login (credentials below) and perform a binary

download of the file listed below (or use the appropriate browser link) based on the system

architecture and OpenVMS version:

    $ ftp hprc.external.hp.com

    Username: ionet

    Password: ionet-pw                !Lowercase required

    ftp> binary

    ftp> get CIFSV10-AXP-V82-PS004.EXE    ! OpenVMS Alpha v8.2

    ftp> get CIFSV10-AXP-V83-PS004.EXE    ! OpenVMS Alpha V8.3

    ftp> get CIFSV10-IA64-V821-PS004.EXE  ! OpenVMS IA64 V8.2-1

    ftp> get CIFSV10-IA64-V83-PS004.EXE    ! OpenVMS IA64 V8.3 and V8.3-1H1

    ftp> quit

    ftp://ionet:ionet-pw@hprc.external.hp.com/cifs-axp-v82-PS004.exe
    ftp://ionet:ionet-pw@hprc.external.hp.com/cifs-axp-v83-PS004.exe
    ftp://ionet:ionet-pw@hprc.external.hp.com/cifs-ia64-v821-PS004.exe
    ftp://ionet:ionet-pw@hprc.external.hp.com/cifs-ia64-v83-PS004.exe
B.  Run the self-extracting ZIP file on the target OpenVMS system; for example:

$ run CIFSV10-AXP-V82-PS004.EXE

  UnZipSFX 5.52 of 28 February 2005, by Info-ZIP (http://www.info-zip.org).

  inflating: cifsv10-axp-v82-PS004.bck

  inflating: cifsv10-PS004_releasenotes.txt

  inflating: samba$cifsv10-PS004_install.com

C.  Review the release notes (cifsv10-PS004_releasenotes.txt), which include installation instructions.

***************************************************************************************************

8. Start CIFS

9. When you are connecting from clients, in the credential dialogue box, provide the username as "nodename\username"

